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**「網絡購物安全」**

# 文字稿

今天我們來討論一下網絡購物安全問題

在開始討論之前 我們不妨先來看一個故事

小玲很喜歡購物 由於網絡上的商品種類繁多 相比起去實體店 小玲更喜歡網上購物

有一天 小玲發現了一間代購店鋪 其中一件貨品的價格比其他類近款式的貨品便宜得多 小玲為求省錢 便以低價買下一個手提包

居然便宜這麼多？！更是售完即止？！買！

您好，請問有甚麼可以幫到您？

我想要那一個手提包

本店誠意為您代購 本店只支持以直接轉帳的形式付款 轉帳後本店會盡快為您發貨 請直接轉帳至12345678帳戶

已經轉帳了 麻煩你這幾天盡快發貨

沒有問題

小玲諮詢了賣家

而賣家回覆說只接受以直接轉帳形式付款

小玲出於對賣家的信任 於是便直接把款項轉帳了給賣家

她十分期待新手提包的到來 但是小玲等了好幾天 仍遲遲未收到賣家消息 小玲想發訊息提醒賣家 卻發現自己已被賣家封鎖了

請問發貨了嗎？

您好？

在嗎？

Hi？

小玲趕緊打電話給賣家 卻發現電話原來是沒有用戶登記的

您所撥打的電話號碼未有用戶登記 請核對後再撥打

小玲向該購物網站的客戶服務中心求助 並向職員講述了自己的遭遇 希望能討回被騙走的錢

但職員也表示無能為力

很抱歉 您不是在本平台上進行交易 我們無法為您追回款項

故事的最後 小玲用盡方法也無法取回她付出的金錢 她十分後悔 相信不少人都曾經歷小玲的遭遇 在網上購物時不小心受騙 蒙受金錢或其他損失

以下會介紹網上購物的四個安全隱患 分別為⋯⋯

金錢損失

賣家可能要求買家私下轉帳或在平台上 在未收到貨品的情況下確認收貨

如果脫離了購物平台保護 有機會無法取回已付出的款項 造成金錢損失

個人私隱洩露

賣家可能利用寄件或其他理由向買家索取個人資料 例如身份證號碼 銀行帳戶密碼等 而買家提供的個人資料可能被不法分子利用

電腦病毒

網絡上遍布帶有木馬病毒或者釣魚網站的高仿網址 誤入會令該電腦自動植入木馬病毒 被不法分子控制和索取電腦信息

騷擾

買家在收到快遞後沒有將快遞單據撕走 留下個人電話號碼 有可能收到不知名人士的電話騷擾 大家看到這裡不用太恐慌

接下來會為大家介紹網上購物的注意事項

網上購物注意事項

慎選購物網站

避免誤入高仿購物網站的釣魚網站

選擇有信譽和合法註冊經營的安全購物網站

網購商品

切勿貪小便宜

選擇官方認證渠道或到旗艦店購買商品

細閱商品價格、原產地、做工、以及其他注意事項

交易時

通過第三方平台進行交易 切勿私下轉帳 避免失去第三方平台保護

保留與賣家的聊天、訂單、手機短訊等記錄 以便在出現糾紛時作為依據

收貨

堅持貨到付款或收貨後檢查完畢再確認收貨

收貨後將快遞單據撕走或塗黑 避免留下個人資料

大家在網上購物都需要十分謹慎 以免受騙 若然受騙也要向他人求助 透過正當合理的手法維護權益

網絡世界並非法外之地 大家都要學會避免受騙 保障自己的權益

以上便是關於網上購物安全的全部內容 希望能幫助您對網上購物安全有更深入的理解 感謝您的收看